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I\/Iercer Superannuatlon (Mercer Super) has notlﬁed over 1. 1 million
members of a security breach following a series of mail thefts at Australia
Post’'s Melbourne General Post Office (GPO) between July 6 and 17. The
incident raises fresh concerns about the integrity of postal infrastructure
and the adequacy of government oversight in protecting sensitive

financial data.
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The breach occurred at Australia Post’'s Bourke Street GPO, where
thieves reportedly accessed a restricted mail sorting area on four
separate occasions over an 11-day period. Letters potentially containing
personal or financial information for Mercer Super and Virgin Money
Super members were stolen. Parcel and registered mail services were not

affected.

In a notice sent to members on July 23, Mercer Super Chief Executive
Claire Ross acknowledged that some correspondence may have been

compromised:

“It's possible that letters containing members’ personal or financial

information were stolen.”

Because standard letters are not individually tracked, the fund cannot

confirm the exact number of affected members.

Mercer Super has formally reported the incident to the Office of the
Australian Information Commissioner (OAIC) and the Australian
Prudential Regulation Authority (APRA). While there is no current evidence
of the stolen information being misused, Mercer has encouraged

members to remain vigilant for suspicious emails, phone calls, or letters.
According to a public advisory on its website:

“Currently, there is no indication that any member’s personal information

has been published or sold.”

The company is reviewing its communications procedures and has
committed to enhancing data security protections for future mailings.

Australia Post confirmed the break-ins and acknowledged that
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unauthorized access resulted in damage to property. In a statement, the
organization said it was cooperating fully with Victoria Police, who are
leading the ongoing investigation. As of this week, no arrests have been

made.

The GPO facility is scheduled for relocation next month, but critics argue
that response measures were not swift enough to prevent this incident.
The breach has drawn sharp criticism from the opposition, with Shadow
Communications Spokeswoman Melissa Mclntosh calling for a formal

inquiry.

“An incident of this scale in a major city requires a thorough response,”
Mclntosh said, pointing to what she described as systemic failure in

infrastructure oversight under the current Labor government.

Australia Post has faced previous scrutiny over security lapses in digital
and physical mail services. With rising reliance on postal networks for
official communications from banks, superannuation funds, and
government agencies, incidents such as this amplify public concern over

data protection.

Mercer Super’s experience underscores the risks associated with
unsecured physical delivery of sensitive financial documents. Financial
services providers have been increasingly urged by regulators and
privacy experts to adopt secure digital delivery platforms, particularly for

account data, benefit statements, and regulatory notices.

Industry analysts note that while cyberattacks receive much attention,
physical mail breaches remain a persistent vulnerability especially when

letters contain personally identifiable or financial information.
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